Disposal of Protected Health Information (PHI) and Disposal and Re-use of Hardware and Electronic Media Containing Electronic Protected Health Information (ePHI)

PURPOSE:
To comply with certain provisions of the Health Insurance Portability and Accountability Act of 1996, the Health Information Technology for Economic and Clinical Health Act, and the associated regulations (collectively “HIPAA”) and Connecticut law by implementing: 1) reasonable safeguards to limit incidental, and avoid prohibited, uses and disclosures of PHI, in connection with the disposal of such information; 2) policies and procedures to address the final disposition of ePHI and/or the hardware or electronic media on which it is stored; and 3) procedures for removal of ePHI from electronic media before the media are made available for re-use.

POLICY STATEMENT:
It is the policy of UConn Health that it shall comply with all applicable laws regarding the destruction or disposal of PHI, in any format, including, but not limited to ePHI. Such destruction or disposal of PHI, in any format, shall be conducted in accordance with the accompanying procedures. In addition, such procedures shall ensure that the PHI not be retrievable, recognizable, capable of reconstruction or identification.

Disposal/destruction of records containing PHI that are subject to retention schedules must be carried out in accordance with the retention periods set forth in the General Records Retention Schedules for State Agencies issued by the Office of the Public Records Administrator, or other applicable law. (See: 2003-02: Documentation and Retention of HIPAA Compliance Records and Retention, Storage and Disposal/Destruction of Medical Records).
UConn Health may contract with a Business Associate to undertake such disposal/destruction and/or removal on its behalf. UConn Health must enter into an agreement with such Business Associate that requires the Business Associate to appropriately safeguard the PHI through disposal/destruction and/or removal.

DEFINITIONS:
Please refer to the Privacy Definitions for the purpose of understanding terminology used herein. 
Privacy Definitions

PROCEDES/FORMS:
Procedures for 2008-01 Disposal of Protected Health Information (PHI) and Disposal and Re-use of Hardware and Electronic Media Containing Electronic Protected Health Information (ePHI)
RC-108 Records Disposition Authorization Form – State Agencies

REFERENCES:
45 C.F.R. §§ 164.530(c) and 164.502(e) (HIPAA Privacy Rule)
45 C.F.R. §164.310(d) (HIPAA Security Rule)
Conn. Gen. Stat. § 11-8a (State Librarian statute regarding retention, destruction and transfer of documents)

RELATED POLICIES:
Retention, Storage and Disposal/Destruction of Medical Records (Clinical Policy)
2003-02 Documentation and Retention of HIPAA Compliance Records
2015-04 Asset Control
Office of Logistics Management Asset Control Procedures (uchc.edu)
University of Connecticut Compliance Training Policy

ENFORCEMENT:
Violations of this policy or associated procedures may result in appropriate disciplinary measures in accordance with University By-Laws, General Rules of Conduct for All University Employees, applicable collective bargaining agreements, the University of Connecticut Student Code, other applicable University Policies, or as outlined in any procedures document related to this policy.
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