SMiShing

Short for SMS Phishing, SMiShing is a variant of phishing scams that utilizes SMS services, sending fake messages to cell phones.

• If you get a suspicious looking text (or email), asking you to urgently confirm information, it's not legitimate. Delete it.

• Don't post your cell phone number on social media or other public forums.

• Look for suspicious charges on your monthly phone bill.

DON’T TAKE THE BAIT!
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