
PROTECT YOUR SURVEY
PROTECT YOUR DATA

Web-based survey data collection has become increasingly
popular, and REDCap is a valuable tool to do just that.
However, as with any data collection undertaking, you need
to take measures to ensure the integrity of the data and its
source - and be proactive in limiting risk and exposure.
Surveys can be targeted by malicious actors or, at minimum,
disingenuous respondents. You may also find your survey
infiltrated by bots, automated software programs that enter
fraudulent responses. This is especially common if you are
offering participation incentives and/or using a public-facing
survey; however, it can happen in all surveys and for a
variety of reasons. Therefore, preventing fraudulent survey
responses is critical to maintaining the credibility of your
data.

In addition to CAPTCHA, there are many other ways to
ensure REDCap survey security and integrity. Here are some
guides to do just that: Safeguard Your Surveys and Detect
and Prevent BOTS and Fraudulent Survey Responses.

BOTS &  FRAUD

NEWS YOU CAN USE
T I P S ,  T R I C K S ,  A N D  K N O W - H O W  

https://view.officeapps.live.com/op/view.aspx?src=https%3A%2F%2Fhealth.uconn.edu%2Fclinical-research-center%2Fwp-content%2Fuploads%2Fsites%2F50%2F2024%2F05%2FnedCAPTCHA.docx&wdOrigin=BROWSELINK
https://view.officeapps.live.com/op/view.aspx?src=https%3A%2F%2Fhealth.uconn.edu%2Fclinical-research-center%2Fwp-content%2Fuploads%2Fsites%2F50%2F2024%2F05%2FSafeguarding-REDCap-Public-Surveys-2.docx&wdOrigin=BROWSELINK
https://health.uconn.edu/clinical-research-center/wp-content/uploads/sites/50/2024/05/Avoiding-and-Detecting-Bots-and-Fraud_REDCapSurveys_.pdf
https://health.uconn.edu/clinical-research-center/wp-content/uploads/sites/50/2024/05/Avoiding-and-Detecting-Bots-and-Fraud_REDCapSurveys_.pdf

